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and against persons who commit pro-
hibited acts. Adulterated or mis-
branded devices can be seized. Persons 
who commit prohibited acts can be en-
joined from committing such acts, re-
quired to pay civil money penalties, or 
prosecuted. 

§ 822.21 What must I do if I want to 
make changes to my postmarket 
surveillance plan after you have ap-
proved it? 

You must receive our approval in 
writing before making changes in your 
plan that will affect the nature or va-
lidity of the data collected in accord-
ance with the plan. To obtain our ap-
proval, you must submit three copies 
of the request to make the proposed 
change and revised postmarket surveil-
lance plan to the applicable address 
listed in § 822.8. You may reference in-
formation already submitted in accord-
ance with § 822.14. In your cover letter, 
you must identify your submission as a 
supplement and cite the unique docu-
ment number that we assigned in our 
acknowledgment letter for your origi-
nal submission, specifically identify 
the changes to the plan, and identify 
the reasons and justification for mak-
ing the changes. You must report 
changes in your plan that will not af-
fect the nature or validity of the data 
collected in accordance with the plan 
in the next interim report required by 
your approval order. 

§ 822.22 What recourse do I have if I 
do not agree with your decision? 

(a) If you disagree with us about the 
content of your plan or if we dis-
approve your plan, or if you believe 
there is a less burdensome approach 
that will answer the surveillance ques-
tion, you may request review of our de-
cision by: 

(1) Requesting a meeting with the Di-
rector, Office of Surveillance and Bio-
metrics, Center for Devices and Radio-
logical Health (CDRH), who generally 
issues the order for postmarket surveil-
lance; 

(2) Seeking internal review of the 
order under § 10.75 of this chapter; 

(3) Requesting an informal hearing 
under part 16 of this chapter; or 

(4) Requesting review by the Medical 
Devices Dispute Resolution Panel of 

the Medical Devices Advisory Com-
mittee. 

(b) You may obtain guidance docu-
ments that discuss these mechanisms 
from the Center for Devices and Radio-
logical Health’s (CDRH’s) Web site. 

[67 FR 38887, June 6, 2002, as amended at 72 
FR 17400, Apr. 9, 2007] 

§ 822.23 Is the information in my sub-
mission considered confidential? 

We consider the content of your sub-
mission confidential until we have ap-
proved your postmarket surveillance 
plan. After we have approved your 
plan, the contents of the original sub-
mission and any amendments, supple-
ments, or reports may be disclosed in 
accordance with the Freedom of Infor-
mation Act. We will continue to pro-
tect trade secret and confidential com-
mercial information after your plan is 
approved. We will not disclose informa-
tion identifying individual patients. 
You may wish to indicate in your sub-
mission which information you con-
sider trade secret or confidential com-
mercial. 

Subpart E—Responsibilities of 
Manufacturers 

§ 822.24 What are my responsibilities 
once I am notified that I am re-
quired to conduct postmarket sur-
veillance? 

You must submit your plan to con-
duct postmarket surveillance to us 
within 30 days from receipt of the order 
(letter) notifying you that you are re-
quired to conduct postmarket surveil-
lance of a device. 

§ 822.25 What are my responsibilities 
after my postmarket surveillance 
plan has been approved? 

After we have approved your plan, 
you must conduct the postmarket sur-
veillance of your device in accordance 
with your approved plan. This means 
that you must ensure that: 

(a) Postmarket surveillance is initi-
ated in a timely manner; 

(b) The surveillance is conducted 
with due diligence; 

(c) The data identified in the plan is 
collected; 
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